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Cyber Range as a Key Tool for Practice-Oriented Learning 

Abstract: Over the past 3–4 years, the humans have become the main factor of wide spreading 

the information security threats. The high competency of the cyber defence employees is crucial 

both for implementing a cybersecurity system and for responding to the cybersecurity incidents. 

There arises a question — what should the business sector focus at: implementation of the 

cybersecurity measures or cyber resilience in the event of the attacks? 


